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Abstract—In this paper, we show how genetic algorithms can be useful in enhancing  the performance of clustering algorithms in mobile ad hoc net-
works. Encoding the individual chromosomes is an essential part of the mapping process. Each individual may represent one or more chromosomes and 
each chromosome contains information about the clusterheads and the members there of, as obtained from the original WCA. The genetic algorithm 
then uses this information to obtain the best solution (chromosome) defined by the fitness function. The proposed technique is such that each cluster-
head handles the maximum possible number of mobile nodes in its cluster in order to facilitate the optimal operation of the medium access control 
(MAC) protocol. The goal consists of this paper is allocate near optimal path from source to destination based on time, giving priority to cluster heads to 
maximize utilization and minimum delay. 
 

Index Terms—adhoc network, chromosome, clusterheads, Genetic Algorithm, MANE, Optimization, Proactive , Reactive. 
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1 INTRODUCTION                                                                     

A mobile ad hoc network (MANET) is an autonomous 

network that consists of mobile nodes that communicate with 
each other over wireless links. This type of networks is suited 
for use in situations where a fixed infrastructure is not availa-
ble, not trusted, too expensive or unreliable. [1] 

MANETs consist of mobile nodes that are free in 
moving in and out in the network. Nodes are the systems or 
devices i.e. mobile phone, laptop, personal digital assistance 
and personal computer that are participating in the network 
and are mobile. These nodes can act as host/router or both at 
the same time. 
Some of the applications of MANETs are as follows:  
• Military: Homeland defense, automated battlefield, Spe-

cial operations etc.  
• Civilian: Search and rescue in remote areas, Disaster Re-

covery Law enforcement, Space/planet exploration 
• Commercial: Patient monitoring, Vehicle to Vehicle com-

munications, Sport events, festivals, conventions, etc [2] 

Mobile Ad-Hoc network topology is dynamic that can 
change rapidly because the nodes move freely and can organ-
ize themselves randomly. [3] 

 
Figure 1 Mobile ad-hoc network 

 
Routing is one of the primary functions each node has to 

perform in order to enable connections between nodes that are 
not directly within each other’s send range. The development 

of efficient routing protocols is a non trivial and challenging 
task because of the specific characteristics of a MANET 
1) Energy-constrained operation: Nodes in a MANET may 

rely on batteries or other exhaustible means for their en-
ergy. Hence the prime importance is energy optimization 
for such networks.  

2) Dynamic topologies: The network topologies keep chang-
ing due to the free mobile nature of the nodes at unpre-
dictable time instants.  

3) Bandwidth-constrained, variable capacity links: Com-
pared with wired connections, wireless links have lower 
capacity. Effects of noise, fading, multiple access and oth-
er interference conditions cause the actual throughput of 
wireless communications is found often very less than a 
radio's maximum transmission rate.  

4)  Limited physical security: Mobile wireless networks are 
generally more prone to physical security threats than 
fixed wired networks. Existing link security techniques 
are used in wireless networks to reduce security threats. 
The issues related to spoofing, eavesdropping, denial of 
service attacks etc. should be well addressed. The decen-
tralized nature of network control in MANETs provides 
additional robustness against the single point failures 
compared with centralized approaches. [4] 
Mobile multi-hop radio networks, also called ad hoc or 

peer to peer networks, play a critical role in places where a 
wired (central) backbone is neither available nor economical to 
build, such as law enforcement operations, battle field com-
munications, or disaster recovery situations. This multi-
cluster, multihop packet radio network architecture for wire-
less systems should be able to dynamically adapt itself with 
the changing network configurations. Certain nodes, known 
as clusterheads, are responsible for the formation of clusters, 
each consisting of a number of nodes (analogous to cells in a 
cellular network), and also for the maintenance of the network 
topology.   The set of clusterheads is known as a dominant set. 
A clusterhead does the resource allocation to all the nodes 
belonging to its cluster. Due to the dynamic nature of the mo-
bile nodes, their association and dissociation to and from clus-
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ters perturb the stability of the network and thus reconfigura-
tion of clusterheads is unavoidable. Thus, it is desirable to 
have a minimum number of clusterheads that can serve the 
network nodes scattered evenly in the area. An optimal selec-
tion of the clusterheads is an NPhard problem. Therefore, var-
ious heuristics have been designed for this problem. 

In this paper, genetic algorithms (GA) as an optimiza-
tion technique to improve the performance of clusterhead 
election procedure. In particular, optimize recently proposed 
weighted clustering algorithm. Genetic algorithms are de-
fined as search algorithms that use the mechanics of natural 
selection and genetics such as reproduction, gene crossover, 
and mutation as their problem-solving method. The goal is to 
be able to find out a better solution in the form of new genera-
tions that have received advantages and survival-enhancing 
traits from the previous generations. [5] 

 
2 SECURITY ISSUES IN MANET 

Security in Mobile Ad-Hoc Network (MANET) is the 
most important concern for the basic functionality of network. 
Availability of network services, confidentiality and integrity 
of the data can be achieved by assuring that security issues 
have been met. MANET often suffer from security attacks be-
cause of its features like open medium, changing its topology 
dynamically, lack of central monitoring and management, 
cooperative algorithms and no clear defense mechanism. 
These factors have changed the battle field situation for the 
MANET against the security threats.  

In the last few years, security of computer networks 
has been of serious concern which has widely been discussed 
and formulized. Most of the discussions involved only static 
and networking based on wired systems. However, mobile 
Ad-Hoc networking is still in need of further discussions and 
development in terms of security. With the emergence of on-
going and new approaches for networking, new problems and 
issues arises for the basics of routing. With the comparison of 
wired network Mobile Ad-Hoc network is different. The rout-
ing protocols designed majorly for internet is different from 
the mobile Ad-Hoc networks (MANET). Traditional routing 
table was basically made for the hosts which are connected 
wired to a non dynamic backbone. Due to which it is not pos-
sible to support Ad-Hoc networks mainly due to the move-
ment and dynamic topology of networks.  

Major vulnerabilities which have been so far re-
searched are mostly these types which include selfishness, 
dynamic nature, and severe resource restriction and also open 
network medium. Despite of the above said protocols in MA-
NET, there are attacks which can be categorized in Passive, 
Active, Internal, External and network-layer attacks, Routing 
attacks and Packet forwarding attacks.  

MANET work without a centralized administration 
where node communicates with each other on the base of mu-
tual trust. This characteristic makes MANET more vulnerable 
to be exploited by an attacker from inside the network. Wire-
less links also makes the MANET more susceptible to attacks 
which make it easier for the attacker to go inside the network 

and get access to the ongoing communication. Mobile nodes 
present within the range of wireless link can overhear and 
even participate in the network. [3] 

 
3 TAXONOMY FOR ROUTING PROTOCOLS IN 
MANET  
3.1. Table-driven or Proactive Protocols  

Proactive routing protocols attempt to maintain con-
sistent, up-to-date routing information between every pair of 
nodes in the network by propagating, proactively, route up-
dates at fixed intervals. Representative proactive protocols 
include: Destination-Sequenced Distance- Vector (DSDV) rout-
ing, Clustered Gateway Switch Routing (CGSR), Wireless 
Routing Protocol (WRP), Optimized Link State Routing 
(OLSR) and The Fisheye State Routing (FSR).  
3.2. On-Demand or Reactive Protocols  

A different approach from table-driven routing is re-
active or on- demand routing. Reactive protocols, unlike table-
driven ones, establish a route to a destination when there is a 
demand for it, usually initiated by the source node through 
discovery process within the network. Representative reactive 
routing protocols include: Dynamic Source Routing (DSR), Ad 
hoc On Demand Distance Vector (AODV) routing, Temporally 
Ordered Routing Algorithm (TORA) and Associativity Based 
Routing (ABR).  
3.3 Hybrid Routing Protocols 

Purely proactive or purely reactive protocols perform 
well in a limited region of network setting. However, the di-
verse applications of ad hoc networks across a wide range of 
operational conditions and network configuration pose a chal-
lenge for a single protocol to operate efficiently. Researcher’s 
advocate that the issue of efficient operation over a wide range 
of conditions can be addressed best match these operational 
conditions. Representative hybrid routing protocols include: 
Zone Routing Protocol (ZRP) and Zone-based Hierarchal Link 
state routing protocol (ZHLS). [6] 
 
4 GENETIC ALGORITHMS 
The genetic algorithm proposed by John Holland in 1975 is 
derived from the ideas of natural selection and natural genetic. 
Genetic algorithms are different from other heuristic methods. 
The most important difference is that a genetic algorithm 
works on a population of possible solutions, while other heu-
ristic methods use a single solution in their iterations. Each 
individual in the genetic algorithm population represents a 
possible solution. Some individuals are selected based on the 
fitness value. And then, genetic algorithm imitates the nature 
genetic process, crossover, to exchange some of these individ-
ual genetic data randomly to generate the offspring. By repeat-
ing these processes until the best genes, which have the fittest 
capability, are obtained. Each individual may represent one or 
more chromosomes with an associated fitness value and popu-
lation [7]. Crossover is also referred to as recombination and 
sometimes called mating. Two chromosomes with greater fit-
ness values are picked from the chromosome pool. The start-
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ing point and length of the portion to be exchanged are ran-
domly selected. The two new offspring are created and put 
back into the chromosome pool.[8] 

Genetic algorithm is also a searching algorithm that 
employs the ideas of natural selection and the genetic opera-
tors of crossover and mutation. In each generation, a new 
population of solutions is created by exchanging and combin-
ing the information obtained from the solutions of the previ-
ous generation. In genetic algorithm, the variables of the prob-
lem are like the genes in a chromosome. A context in each bit 
of string is called chromosome. In general, the main opera-
tions of genetic algorithm are encoding, initial population, 
evaluating fitness value, reproduction, crossover and mutation 
[7]. A flowchart of a typical genetic algorithm is shown in Fig-
ure.2 

 

Figure 2 Flowchart of a simple genetic algorithm. 
The selection is an evolutional operator in the genetic 

algorithm. It is also the policy for selecting the fittest individu-
als from the population. It will need a method to calculate this 
fitness. The fitness method simply calculates the amount of 
free space each individual/solution offers. The best is selected 
for further iteration. There are two main genetic operators in 
genetic algorithm. The first is the crossover and the other is 
the mutation. These two genetic operators allow the chromo-
somes to search for the global optimum through an evolution-
ary manner. The crossover is the method for combining those 
selected individuals into new individuals. The crossover splits 
up the ‘‘parent’’ individuals and recombines them. It is also 
one of the genetic operators in which genes of two chromo-
somes are exchanged and the genotypes of two selected par-
ents are merged to yield two new offspring. Two chromo-
somes with greater fitness values are picked from the chromo-
somes pool. The starting point and length of the portion to be 
exchanged are randomly selected. The two new offspring are 
created and put back into the chromosomes pool. The muta-
tion simply adds ‘‘genes’’ to the individuals (usually called 
‘‘children’’). Mutation introduces new genetic structures in the 
population by randomly modifying some of the genes, such 

that the search algorithm can escape from the local optimum 
and avoid the genetic algorithm from converging too fast. In 
other words, mutation operation gives genetic algorithm an 
opportunity to search for new and more feasible chromosomes 
in new areas of the solution spaces. After the mutation opera-
tion, the multicast tree will be modified because of mutation 
operator can destroy the tree structure and outgoing degree 
constraints. [7] 
 
5 OPTIMIZATION OF CLUSTERHEADS USING 
GENETIC ALGORITHM 

The goal consists of allocate near optimal path from 
source to destination based on time, giving priority to cluster 
heads to maximize utilization and minimum delay. [1] 

 
5.1 Optimizing A Clustering Algorithm 

Let’s briefly summarize the Weighted Clustering Al-
gorithm (WCA) which selects the clusterheads based on the 
weight of each node Wυ of each node υ. 
Wυ is defined as 
Wυ=ώ1Δυ+ ώ2Dυ+ ώ3Mυ+ ώ4Pυ 

Where Δυ is the degree-difference, Dυ is sum of the 
distances of the members of the clusterhead, Mυ is the average 
speed of the nodes, and Pυ is the accumulative time of a node 
being a clusterhead. The corresponding weighting factors are 
such that∑ ώi = 14

i=1 . That node υ with the minimum Wυ is 
chosen to be the clusterhead. Once a node becomes a cluster-
head, neither that node nor its members can participate fur-
ther in the cluster election algorithm. The algorithm termi-
nates once all the nodes either become a clusterhead or a 
member of a clusterhead. All the clusterheads are aware of 
their one-hop neighbors as well as the ordinary (non-
clusterhead) nodes know their clusterhead. 

This paper proposes to optimize WCA such that the 
clusterheads (dominant set) is minimized while load in the 
network is evenly balanced among the clusters. In order to 
have a smaller number of clusterheads, each clusterhead must 
serve the maximum possible number of nodes within their 
clusters. By balancing the nodes among the clusters, also as-
sure that the lifetime of individual nodes will be increased 
accordingly as none of the nodes will use their processing and 
or battery power more than necessary. The goal of GA is to 
choose the one with the lowest fitness value to be the best 
chromosome in that population for that generation. As Elitist 
model of GA is used, the index of the chromosome in the pop-
ulation will be saved to pass on the next generation as the ge-
netic algorithm performs crossover, mutation and replacement 
 
5.2 GA Operations 
Encoding of the data: This is also called a string representa-
tion of the given data which would be the nodes in the net-
work under consideration. All the nodes in the search space 
should be present and have a unique representation. If there is 
a one-to-one correspondence between the search space and 
string representation, the design of the genetic operator would 
be considerably less complex.  
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Initial Population: Since genetic algorithms can perform cer-
tain tasks in parallel, the initial population should be generat-
ed randomly. The population size is equal to what is called the 
pool size in genetics which is generally problem dependent, 
but it can also be found experimentally. 
Selection: After the formation of the initial population, the 
fitness value for each chromosome is computed. Since the 
weight Wυ of each node was calculated from WCA’s selection 
procedure, 

GA uses those values to sum up for all the cluster-
heads for each chromosome. Since each chromosome has a 
different set of clusterheads, the total fitness value for each 
chromosome will be different. According to the fitness values, 
Roulette Wheel method is used for selection. Essentially in this 
method, every chromosome is assigned a percentage value 
that is linear to its fitness value. 

 
Figure 3 Roulette wheel techniques. 

Crossover: In this implementation, the X Order1 method is 
used and the crossover rate is chosen to be 0.8. In the X Order1 
method, the offspring inherits the elements between the two 
crossover points, inclusive, from the selected parent in the 
same order and position as they appeared in that parent. The 
remaining elements are inherited from the alternate parent in 
the same order as they appear in that parent, beginning with 
the first position following the second crossover point and 
skipping over all elements already present in the offspring. 

 
Figure 4.Genetic code of the parents and the offspring before and after the 

cross-over 
 

Mutation: This operation is performed to avoid premature 
convergence by occasional random alternation of randomly 
determined bit in the given string with a specified rate. For the 
mutation operator, use a swap method with mutation rate of 
0.1. In this method, from the parent, it randomly selects two 
genes at position j and i, swap them to create the new child. 

 
Figure 5 the offspring before and after the mutation 

Replacement: Its purpose of using an append method is to 
save the best strings into the next generation as it is possible to 
lose the best solution while the reproduction process produce 
a new set of solutions that replace the old (parent) solutions. 
Elitism: The idea of using elitism is to update the current solu-
tion with the new solution if and only if the new solution is 
better than the previous one. 
Fitness value for chromosome: Compute the fitness value for 
child 1 and child 2. This function is explained in Cfit Value 
Algorithm which computes the objective function for the fit-
ness value. 
5.3 Genetic Algorithms Steps 
1) Initial Population: Randomly generate the initial population 
with the pool size being equal to the number of nodes in the 
given network. This will produce the same number of chro-
mosomes in the form of integer strings. 
2) Repeat until requirements met: While new pool size better 
than old pool size, repeat steps 3 to 7. Repeat step 2 until the 
number of generation or the convergence is met. 
3) Selection: Apply Roulette Wheel method with fitness val-
ues. 
4) Crossover: Use X Order1 method. 
5) Mutation: Use swaps method. 
6) Compute objective function: Compute the fitness value of 
each chromosome in the population. 
7) Replacement: Use appends method. 
8) Elitism: Check if the new children are better than the cur-
rent best. If so, replace the best by the child. 

Since there are certain randomly generated prede-
fined number, say % , of mobile nodes in the network, each of 
which has a unique node ID in the range from 1 to % ; these 
node IDs are used in the integer permutation to form string of 
integers as encoding of a single chromosome. The initial popu-
lation is performed by generating the population randomly 
according to the pool size. It is important to note that each of 
these strings containing the entire node IDs should not have 
any duplicate number, achieving completeness and unique-
ness characteristics. The order in which the IDs are placed in 
the string should also be random and not follow a certain pat-
tern. Starting from the beginning, the algorithm goes through 
all the nodes from the string in the order they appear and re-
fers back to the previous list obtained from WCA to find out 
the Wυ values for the selection of the clusterheads.  

Each chromosome will have a different set of cluster-
heads which in return will have different fitness values as 
computed by the following algorithm. 
5.4 Cfit Value Algorithms 
1) The fitness value is equal to 0 at the beginning. 
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2) For each gene in chromosome repeat steps 3 and 4. 
3) Assign node to be equal to gene. If a node is not already a 
clusterhead and is not already a member of another cluster-
head and its node degree is less than or equal to MAX DE-
GREE (constant), assign this node to be a clusterhead. Find out 
its Wυ value (already computed from WCA). Insert its node 
ID to the clusterhead set. Add its Wυ value to the fitness value 
of the chromosome it belongs to. 
4) For the nodes that are leftover without any assignment, 
loop through the entire chromosome one more time. If a node 
is found that is not already a clusterhead and is not already a 
member of another clusterhead and its node degree is less 
than or equal to MAX DEGREE, assign this node to be a clus-
terhead. Insert its node ID to the clusterhead set. Add its Wυ 
value to the fitness value of the chromosome it belongs to.[5] 
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7 CONCLUSION 
 In this paper, we mapped the possible solutions given by orig-
inal WCA to genetic algorithm technique in order to find the 
better solution from a pool of solutions. We applied GA tech-
niques to optimize the performance of WCA such that each 
clusterhead handles the maximum possible number of nodes 
in its cluster. By selecting the appropriate values for parame-
ters such as crossover, mutation, and population size, the GA 
improves and optimizes the route 
  With the genetic algorithm technique the cumulative 
distributions of the paths are almost the same. GA allocate 
near optimal path from source to destination based on time, 
giving priority to cluster heads to maximize utilization and 
minimum delay. 
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